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**Положение об организации видеонаблюдения**

**в МАУК ДО «Киевская детская школа искусств»**

1. Общие положения

1.1. Положение об организации видеонаблюдения в МАУК ДО «Киевская детская школа искусств» (далее - Положение) разработано в соответствии с Федеральным законом РФ «О персональных данных» от 27.07.2006 № 152-ФЗ и Постановлением Правительства РФ от 17.11.2007 № 781 «Об утверждении Положения об обеспечении безопасности персональных данных при их обработке в информационных системах персональных данных».

1.2. Для целей настоящего положения, под видеонаблюдением понимается непосредственное осуществление видеонаблюдения посредством использования видеокамер для получения видеоинформации об объектах и помещениях, а также запись полученного изображения и его хранение для последующего использования.

1.3. Техническое оснащение системы видеонаблюдения включает в себя средства видеофиксации, мониторы, записывающие устройства и может вестись только с использованием стационарных средств видеофиксации.

1.4. Система видеонаблюдения в МАУК ДО «Киевская детская школа искусств» (далее - Оператор) является открытой и не может быть направлена на сбор информации о конкретном субъекте персональных данных.

2. Цели и задачи видеонаблюдения

2.1. Видеонаблюдение осуществляется Оператором с целью обеспечения:

* антитеррористической защищенности;
* охраны порядка,
* пожарной безопасности,
* пресечения и фиксации противоправных действий;
* повышение качества и эффективности труда работников.

2.2. Видеонаблюдение, осуществляемое Оператором направлено на решение следующих задач:

* защита работников, клиентов, посетителей и иных третьих лиц, во время нахождения в помещениях Оператора;
* обеспечение охраны правопорядка и безопасности на территории Оператора;
* обеспечение пожарной безопасности и соблюдение мер противопожарной защиты;
* предупреждение и фиксация противоправных действий на территории Оператора;
* оперативное реагирование при возникновении при возникновении нештатных ситуаций;
* совершенствование системы информирования и оповещения работников Организации об угрозе возникновения нештатной ситуации;
* контроль трудовой дисциплины и правил внутреннего трудового распорядка сотрудниками Оператора.

2.3. Материалы, полученные Оператором в ходе видеонаблюдения, не могут быть переданы третьим лицам, без согласия всех субъектов персональных данных, которые зафиксированы на них, за исключением случаев, прямо предусмотренных законом.

3. Порядок организации видеонаблюдения

3.1. Решение об оборудовании помещений системой видеонаблюдения принимается Директором Оператора, и закрепляется приказом по организации.

3.2. Система видеонаблюдения установлены Оператором в помещениях здания, расположенного по адресу: Ялуторовский р-н, с.Киева, ул.Мира, зд.3А.

3.3. Установка системы видеонаблюдения осуществляется в соответствии с ее целями и задачами. Использование системы видеонаблюдения допускается только при заблаговременном уведомлении работников Оператора, на начала осуществления видеонаблюдения.

3.4. Запрещается использование устройств, предназначенных для ведения скрытой видеозаписи.

4. Меры по обеспечению безопасности персональных данных

4.1. В тех случаях, когда система видеонаблюдения позволяет отслеживать деятельность сотрудников на рабочем месте или в иных помещениях, закрытых для общего доступа, такое наблюдение будет считаться обработкой персональных данных.

4.2. Организация обязуется принимать меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных Федеральным законом РФ «О персональных данных» от 27.07.2006 № 152-ФЗ, и принятыми в соответствии с ним нормативными правовыми актами.

4.3. Обработка персональных данных должна осуществляться на законной основе и ограничиваться достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, не совместимая с целями сбора персональных данных.

4.4. Хранение персональных данных должно осуществляться не дольше, чем этого требуют цели обработки персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей.

5. Порядок ведения видеонаблюдения

5.1. Видеонаблюдение должно проводиться без идентификации изображений людей. За исключением случаев передачи материалов видеосъемки, для установления личности снятого на видео человека.

5.2. При установке системы видеонаблюдения уведомление о её ведении осуществляется посредством размещения соответствующей информации в местах, обеспечивающих гарантированную видимость в дневное и ночное время, перед входом в помещение или на территорию Оператора.

5.3. К просмотру записи, полученной в ходе видеонаблюдения, допускаются:

* Директор Оператора;
* работники службы безопасности Оператора, допущенные к обработке персональных данных;
* ответственный за организацию обработки персональных данных.

5.4. Установка устройств видеофиксации на территории Оператора осуществляется в количестве необходимом для осуществления видеонаблюдения. Запрещено размещать средства видеофиксации в раздевалках, туалетах, душевых, примерочных и иных подобных помещениях.

5.5. В видения видеонаблюдения в режиме реального времени, процесс видеонаблюдения должен производиться на мониторе, расположение которого исключает его просмотр лицами неуполномоченными на это.

5.6. В помещениях осуществления видеонаблюдения и хранения машинных носителей на которых хранятся персональные данные, организуется режим обеспечения безопасности, при котором обеспечивается сохранность носителей информации, а также исключается возможность неконтролируемого проникновения и пребывания в помещениях посторонних лиц.

5.7. Программное обеспечение, позволяющее просматривать со средств видеофиксации, должно быть защищено паролем.

6. Техническое сопровождение ведения видеонаблюдения

6.1. С целью минимизации технических сбоев в работе оборудования системы видеонаблюдения лицо, ответственное за техническое обслуживание системы видеонаблюдения является администратор информационной безопасности.

6.2. Администратор информационной безопасности обязано своевременно принимать меры по устранению технических неполадок в работе оборудования, при их возникновении.

6.3. Оператор с целью технического обслуживания и ремонта оборудования системы видеонаблюдения имеет право заключить договорные отношения со специализированной организацией, при соблюдении требований действующего законодательства к обработке и защите персональных данных.

7. Ответственность

7.1. Ответственность за соответствие технических характеристик устанавливаемого оборудования для ведения видеонаблюдения требованиям действующего законодательства несет администратор информационной безопасности.

7.2. Ответственность за надлежащее уведомление сотрудников о ведении на территории Оператора видеонаблюдения несут ответственный за организацию обработки персональных данных.

7.3. Сотрудники, допущенные к обработке персональных данных, несут персональную ответственность за разглашение сведений, содержащих персональные данные, полученных при просмотре видеозаписей/ведении видеонаблюдения.